***(SAMPLE)***

**FORENSIC EXAMINATION REPORT**

***(Title Goes Here!)***

Date:

Lab: Cyber Sleuth Science Lab

Case Number:

Cyber Sleuth: *(Your Code Name)*

**Introduction**

*Explain WHY a forensics examination of the SD Card is being conducted. Remember to just state facts.*

**Executive Summary**

*Make a* ***short overview statement*** *outlining any significant results of your examination.*

**Evidence Summary**

***List the data source information*** *collected and preserved during the examination.*

Case Item # 001

Description of Device: *(or location where data was stored e.g. iCloud, iTunes Backup, Google Drive, Smartphone etc*.):

Owner of Device:

Device Manufacturer: *(Apple, Motorola, LG)*

Model Name/Number:

Examiner that Created Forensic Copy:

Tool Used to Create Forensic Copy:

MD5 checksum of the Forensic Copy:

Date of Forensic Copy Acquisition:

**Forensic Methodology and Analysis**

***Write a paragraph******describing your******step-by-step investigation*** *in greater detail. For example describe how you conducted your examination, for instance, what tools you used to examine the data. Be sure to provide version information about the tool. Remember to write down facts and procedures. Include a picture you recovered and information from* ***the Image Log and EXIF******metadata*** *that you found in the virtual toolkit. List some brief select details here* ***and add the full information as an Appendix****. For more than one Appendix simply add letters (A, B, C etc.)*

**Conclusion**

*This is the summary of the results of your examination****. Explain why you were able to recover the data*** *(I was able to recover the photos because…).* ***Describe some details about the data*** *you were able to recover. For example: How many photos were you able to recover? When were the photos most likely taken? If there was information about where the photos were taken list the coordinates.*